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Synopsis

Designed for the beginner yet useful for the expert, COMPUTER NETWORKING FROM LANS TO WANS: HARDWARE, SOFTWARE, AND SECURITY provides comprehensive coverage of all aspects of networking. This book contains 24 chapters illustrating network hardware and software, network operating systems, multimedia and the Internet, and computer and network security and forensics. Six appendices provide coverage of the history of the Internet, the ASCII code, the operation of MODEMs, tips on becoming certified in network, security, and forensics, telecommunication technologies, and setting up a computer repair shop. A companion CD includes numerous videos and files that allow the reader to perform important hands-on networking, security, and forensic activities.
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Customer Reviews

I will keep this book forever. I have learned so much over the past semester, this book is really well written, not too dry even considering the material but if you stop and do the activities you can have so much fun. The linux examples use my favorite operating system, too, and even though their example is for Fedora 14 the examples still hold for Fedora 18. Pry this book out of my cold, dead, hands before I need to go to someone else for a networking issue.

Its an OK book. It is rather over priced and some of the content is dated. It is probably a book you should read before you delve into Odom Wendell’s CCNA books, where you really get to make
practical use of the theory and you can distinguish between FYI content and content that has practical value. There are better books out there, but this one reads very well.

the book didn't go as expected to me because i bought it for self networking study but i think it will be good for university student who will find it more useful because it is rich covers much topic

the style that this textbook takes is unforgiving to a person who is fairly new to networking. For example, it would suddenly explains a concept using critical words/nomenclatures that were never introduced prior to usage, leaving the learner clueless as to the material just read. Diagrams often do not have legends. And what angers me most, the just dives right into explain the technical without relating the idea to the larger context. There are much better text on LAN and WAN out there.

I needed this for class, so I ordered the Kindle version. Exactly what I needed. I would recommend this to those going into the IT field.

I bought this book for a networking class, and it's exactly what I expected -- informative, useful, and dry. If they could have made it a bit more interesting I'd have given 5 stars, but that may be too much to expect from a textbook. I also have trouble finding what I'm looking for sometimes, but I think that may be because my professor jumps around in the book a lot, so I never know what section to look in. So that is probably not the book's fault.

It was a decent textbook. I had to get it for a class since we actually had homework from it, it did a decent job of explaining the theories but nothing amazing.

takes you from the basics to the advanced of a wide range of Computer networking. Overall a great learning tool for anyone interested in this kind of thing.
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